The IC3 participates in multiple initiatives targeting an array of cyber crime schemes that victimize individuals and businesses domestically and abroad. These initiatives are a coordination of industry resources along with the investigative resources provided by cyber crime task forces comprised of federal, state, and local law enforcement agencies. The success of these initiatives is directly attributable to the inclusion of the industry resources. Initiatives focus on the following:

- Charitable Contributions Fraud
- Counterfeit Check Fraud
- Identity Theft Task Force
- International Fraud
- Investment Fraud
- Online Pharmaceutical Fraud
- Phishing
- Work-at-home scams

2014 IC3 Statistics:

3,175,611 Complaints Reported to IC3 Since Inception

- Total Complaints Received in 2014: 269,422
- Total Losses Reported: $800,492,673
- Median Dollar Loss for Complaints Reporting Loss: $530
- Average Dollar Loss Overall: $52,971
- Average Dollar Loss for Complaints Reporting Loss: $36,472

IC3 Complaints by Year

- 2010: 303,809
- 2011: 344,268
- 2012: 289,974
- 2013: 262,813
- 2014: 269,422

www.ic3.gov
Public Service Announcements:

Search the IC3 database for more information on Internet Fraud, and the following announcements on the latest cyber threats.

The IC3 prepares public service announcements on Internet Fraud, and the following announcements on the latest cyber threats.

IC3 Compliances:

Crime through the compliant system.

IC3 was designed to comply with all types of cyber vulnerabilities, especially those in government and financial institutions. The IC3 compliant system protects against potential victims of phishing and identity theft.

The IC3 compliant system provides direct access to the IC3 complaint system. The IC3 compliant system is accessible in all major languages and is available to all law enforcement and investigators.

Nearby all crimes that were committed in person, near physical locations, can be committed through the IC3 compliant system. The IC3 compliant system is accessible in all major languages and is available to all law enforcement and investigators.

IC3: Cyber Crime and the IC3:

The mission of the Internet Crime Complaint Center (IC3) is to provide the public with a consumer education and public awareness campaign to prevent, identify, and mitigate the impact of Internet Crime. The IC3 mission is to provide the public with a tool to report, investigate, and mitigate the impact of Internet Crime.